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 Notes : 1. Answer eight questions in all including question no: 1 which is compulsory. 

 2. All questions carry equal marks. 

 3. Refer to the case law if necessary. 

 

    

1.  Choose the correct alternative from the options given under each question. 

 

i) Twitter is a ---- website. 

 a) Commercial  b) Government  

 c) Social Networking  d) Financial  

 

ii) Firewall is necessary for computer ------ 

 a) Security  b) Installation  

 c) Sale  d) None of the above. 

 

iii) Unauthorized remote access to computer is called ------ 

 a) Stalking  b) Pornogaphy 

 c) Fraud  d) Hacking 

 

iv) Right to privacy is fundamental right under ------- 

 a) Art. 19 b) Art. 20 

 c) Art. 21 d) Art. 32 

 

v) IRC stands for -------- 

 a) Inter Relay control  b) International Red corner. 

 c) Inter Relay chat  d) Inter Road connectivity. 

 

vi) Which of the following regulates international cyber law? 

 a) UNITRACL b) UNLITRAC 

 c) UNCITRAL  d) UNTRICAL  

 

vii) A computer program that interferes into Computer system is called ------- 

  a) Virus  b) Trojan  

 c) Bug  d) All of the above  

 

viii) ISP stands for -------- 

 a) Internet service protocol  b) Internet service provider  

 c) Internet sale protocol  d) Indian service protocol  

 

ix) Electronic evidence is ------- 

 a) Non-admissible  b) Admissible  

 c) Not relevant  d) None of the above. 

 

x) Hard disk is a ------- 

 a) Software  b) Storage device  

 c) Display hardware  d) Wireless router. 
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2.  Describe the essential characteristics of cyber law. 

 
 

3.  What is copyright? How is it related to cyberspace. 

 
 

4.  Write a descriptive note of cyber terrorism. 

  
 

5.  State various means and methods to ensure data protection. 

 
 

6.  What is digital signature? How can it be obtained? 

 
 

7.  Define cyber crime. State its various types. 

 
 

8.  State and explain advantages of e-commerce. 

 
 

9.  Write a note on e-governance in India. 

 
 

10.  State the powers and functions of cyber Regulatory Appellate Tribunal. 

 
 

11.  Explain the problem of jurisdiction in cyberspace. 

 
 

12.  How freedom of speech and expression, do you think, shall be exercised over internet? 

  

 

 

  *******  
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